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Phishing Alert

Watch out for
these fake texts
about your EE bill

These fake text messages purport to be from EE and claim that you
haven’t paid a bill. The link in the message leads to a phishing website
designed to steal your EE account login details, as well as personal &
financial information.

Don’t be tricked into giving a fraudster access to your personal or
financial details. Never automatically click on a link or attachment in
an unexpected email or text.
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From EE:
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information following this

| . link hitps://bitly/

For, <.cen email address? >

Er

For mare information on how to stay secure #4policE ActionFraud
anline, visit www.cyberaware.gov.uk R A schoriem ot O

These fake text messages
purport to be from EE and claim that you haven't paid a bill. The link in the message leads to a
phishing website designed to steal your EE account login details, as well as personal and financial
information. Don't be tricked into giving a fraudster access to your personal or financial details.
Never automatically click on a link or attachment in an unexpected email or text.



